SETTING UP A WI-FI CONNECTION IN THE LIBRARY OF PARLIAMENT - WINDOWS 10

To connect your device to ogyk-auth Wireless Network, please follow the instructions of the step-by-step guide
below.

Step 1

o Please enable Wi-Fi connections on your device.
e At the bottom-right corner of the screen, you will find the “Network” icon.

Step 2

e Right-click on the Network icon, then open Network and Sharing Centre.

Troubleshoot problems

Open Network & Internet settings
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Step 3

e  (Click 'Network and Sharing Center’
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Step 4

e Please set up a new Wi-Fi network as follows:

55 Network and Sharing Center
4 i > Control Panel » Network and Internet > Network and Sharing Center
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Corirab Harei tiome View your basic network information and set up connections
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Change advanced sharing

settings Change your. i
Set up a new connection or network
. up a dial-up, or VPN ion; or set up a router or access poy

@ Troubleshoot problems

See also
HomeGroup
Infrared
Intemet Options

Windows Firewall

0 items

Diagnose and repair network problems, or get troubleshooting information.

- o X

v O Search Control Panel P

DF-XBOXv=e@

5 Computer

Step 5

“ % Set Up a Connection or Network

Choose a connection option

Connect to the Internet

Lk Set up a new network
<a®., Setup a new router or access poin

Connect to a workplace

Set up a broadband or dial-up connection to the Internet.

Manually connect to a wireless network
Connect to a hidden network or create a new wireless

Set up a dial-up or VPN connection to your workplace.

I Next || Cancel




Step 6

<« Q Manually connect to a wireless network

Enter information for the wireless network you want to add

Network name: | ogyk-auth I
Security type: IWPAZ-Enterprise v I
Encryption type: | AES <|
Security Key: Hide characters

[ Start this connection automatically

[[] Connect even if the network is not broadcasting

Warning: If you select this option, your computer's privacy might be at risk.

| Next ! Cancel

Step 7

For the normal functioning of the connection, you need to apply the following settings:

- X

lii‘ Manually connect to a wireless network

Successfully added ogyk-auth

—> Change connection settings
Open the connection properties so that | can change the settings.

| Close




Step 8

On ‘Connection’ tab, click ‘Connect automatically...’

Name: ogyk-auth
SSID: ogyk-auth
Network type: Access point

Network availability: Al users

Connect automatically when this network is in range
[JLook for ot SUAOTKS while connected to this network
[] Connect even if the network is not broadcasting its name (SSID)

er WIreless

Step 9

On ‘Security’ tab click ‘Settings’

ogyk-auth Wireless Network Properties X

Security type: WPA2-Enterprise v|

Encryption type: |AES v l

Choose a network authentication method

Microsoft: Protected EAP (PEAP) €| settings
[“1Remember my credentials for this conne

time I'm logged on

Advanced settings




Step 10

e Unclick the two checkboxes and click 'OK’

L [€]

Protected EAP Properties X

When connecting:
[C] Vrify the server's identity by validating the certificate

Connect to these servers {examples:srv1;srv2;.*\.srv3\.com):

Trusted Root Certification Authorities:

(W] AddTrust External CA Root | A
[] Baltimore CyberTrust Root

[ certification Authority of WoSign

[ certum ca

[] class 3 Public Primary Certification Authority
[] coMODO RSA Certification Authority

[] Deutsche Telekom Root CA 2

<

Notifications before connecting:
Tell uwlfﬂaeserver’sadmﬁty can't be verified

Select Authentication Method:
| Secured password (EAP-MSCHAP v2) 5
Enable Fast Reconnect

[[] Disconnect if server does not present cryptobinding TLV
[[JEnable Identity Privacy
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EAP MSCHAPV2 Properties

When connecting:

"N omatically use my Windows logon name and
gassword (and domain if any).
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Step 11

e  When redirected to ‘Security’ tab, click ‘Advanced settings’

ogyk-auth Wireless Network Properties X
Security type: | WPA2-Enterprise v|
Encryption type: |AF5 v |

Choose a network authentication method:

Microsoft: Protected EAP (PEAP)

o | seton

[]Remember my credentials for this connection each
time I'm logged on
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Step 12

e  Specify authenticat

ion mode as shown below:

Advanced settings

802, 1X settings 802,11 settings

n on for this network

iately after user logon

conds):

diately before user logon

Please type in your library user
ID (No. of your library card or
parliamentary admission card)
and your password!

Windows Security
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ation

From the scroll-down menu,
select ‘User authentication’.

Save credentials

download updates).

Saving your credentials allows your computer to connect to
the network when you're not logged on (for example, to

| 12345

| eesssnens|
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Step 13

e Returning to ‘Security’ tab, click ‘OK’

ogyk-auth Wireless Network Properties

Connection  Security

Security type: WPA2Enterprise v|

Encryption type: |A.Es vl

Choose a network authentication method:

Microsoft: Protected EAP (PEAP) v|| settings
[£Remember my credentials for this connection each
time I'm logged on
Advanced settings




Step 14

| Q Manually connect to a wireless network

Successfully added ogyk-auth

—> Change connection settings
Open the connection properties so that | can change the settings.

Step 15

EX Network and Sharing Center - ] X
1+ ﬁ > Control Panel > Network and Internet > Network and Sharing Center v O Search Control Panel pel
File Edit View Tools Help OE-X% OXv=@
View your basic network information and set up connections
Control Panel Home
View your active networks
Change adapter settings
Change advanced sharing ogyk-auth Access type: Internet
settings Public network Connections: .l Wi-Fi (ogyk-auth)
Change your networking settings
? Set up a new connection or network
: Set up a broadband, dial-up, or VPN connection; or set up a router or access point.
@ Troubleshoot problems
Diagnose and repair network p or get g il
See also
HomeGroup
Infrared
Internet Options
Windows Firewall
0 items I Computer




Step 16

Select a location for the 'ogyk-auth' network

This computer is connected to a network. Windows will automatically apply the
correct network settings based on the network’s location.

9 Home network

~82F If all the computers on this network are at your home, and you recognize
them, this is a trusted home network. Don't choose this for public places
such as coffee shops or airports.

1 Work network

¥ If all the computers on this network are at your workplace, and you
recognize them, this is a trusted work network. Don't choose this for
public places such as coffee shops or airports.

Public network
If you don't recognize all the computers on the network (for example,
you're in a coffee shop or airport, or you have mobile broadband), this is a
ublic network and is not trusted.

Treat all future networks that I connect to as public, and don't ask me again.

Help me choose

Step 17

The network location is now Public

§ Network name: ogyk-auth

" Location type: Public
To help protect your computer on Public
networks, discovery of other computers and
devices on the network will be limited, and the
use of the network by some programs might be

restricted.
View or change settings in Network and Sharing Center




